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Objectives

• At the end this module, learners will be able to:
• Explain wireless network options and standards for 

community networks

• Explain how to conduct a viability study for a wireless 
community network

• Calculate a link budget

• Distinguish between various components of a network

• Explain the different network topologies applicable to a 
wireless network



Outline

• Wireless Networking
• Why Wireless for CNs

• Why WiFi for CNs

• Last mile, middle mile and first mile

• IEEE 802.11 Standards

• Radio Physics
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• Network Infrastructure Components
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Wireless Router
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Wireless Networking



Why Wireless for CNs

• CNs are often deployed using wireless technologies because 
it is cheaper to roll out a wireless network.

• Wireless network options for CNs:
• Wimax

• WiFi

• Cellular Networks (LTE)

• TV White Spaces



Why WiFi for CNs

• WiFi is the preferred wireless technology for wireless 
community networks because it is cheaper that other 
wireless technologies. 

• WiFi is cheaper because of the following reasons:
• Lower hardware  cost

• Uses unlicensed spectrum – the ISM band (2.4GHz and 5GHz) – no 
need to pay spectrum fees.



WiFi (IEEE 802.11) Generations





WiFi 5 vs WiFi 6 vs WiFi 6E



Last Mile, Middle Mile and First 
Mile



Radio Physics



















Viability Study



Viability Study

• Details the implementation plan once all the above 
questions are answered













Radio Link Design
•Link budget

•Receiver sensitivity



































Network Infrastructure 
Components



Switches

▪ N-Port bridge where N is equal to number of stations 

▪ Switches resemble bridges and can be considered as 
multiport bridges

▪ Usually used to connect individual computers not LANs like 
bridge

• Allows more than one device connected to the switch 
directly to transmit simultaneously 

• Can operates in full-duplex mode (can send and receive 
frames at the same time over the same interface)

• Performs MAC address recognition and frame forwarding  in 
hardware (bridge in software).

• For the case of a switch, the interconnected LAN segments 
may use different MAC protocols 



Bridges (Switches) Vs. Hubs

A Hub sending a packet form F to C.
A Switch sending a packet from F to C
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Bridge/Switch features

• Implements CSMA/CD 

• Switches isolate collision domains (each LAN segment is a separate 
collision domain), THIS WILL REDUCE THE POSSIBILITY OF 
COLLISIONS AND  result in higher total max throughput

• Switch forwards a frame with broadcast address to all devices attached 
to the whole network  (single broadcast domain)

• Transparent: installing or removing a switch does not require the 
stations networking software to be reconfigured.

• (“plug-and-play”): no configuration necessary at installation of switch 
/switch or when a host is removed from one of the LAN segments
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Example:
Three LANs connected through a bridge
Note: here we have three collision
domains and a single broadcast domain

Switch
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Full-Duplex operation

Isolated 
collision 
domains
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Routers
• Operates at network layer = deals with packets, not frames

• Connect LANs and WANs with similar or different protocols 
together

• Switches and bridges isolate collision domains but forward 
broadcast messages to all LANs connected to them. 

• Routers isolate both collision domains and broadcast domains

• Acts like normal stations on a network, but have more than one
network  address (an address to each connected network)

• Deals with global address ( network layer address (IP)) not local 
address (MAC address)

• Routers communicate with each other and exchange routing 
information

• Determine best route using routing algorithm by special software 
installed on them

• Forward traffic if information on destination is available 
otherwise discard it (not like a switch or bridge)
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Figure Routers connecting independent LANs and WANs

Routers

Subnet 1

Subnet 3

Subnet 2
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An Institutional Network Using Hubs, 

Ethernet Switches, and a Router
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Access Point and Wireless 
Repeater
• Access point is a layer 2 device – transfers signals 

from wireless devices to wired network.

• Wireless router is a layer three device 

• Wireless router is capable of routing unlike an 
access point.
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Network Topologies for a 
Wireless CN





























Benefits of Mesh Topology

• Easily scalable

• Robust – traffic can be re-routed if one link fails

• Failure during a single device won’t break the 
network

• No central control


